
 

Year 4 - Computing - Be Internet Alert 

Glossary: 

• Password - a string of characters that 

allows access to a computer system  

• personal information - information that 

can be used to identify, locate, or contact 

an individua  

• Discerning—showing good judgement.  

• Chatbot - a computer program designed to 

simulate conversation with human users  

• URL - the address of a web page 

• Identify - establish who or what someone 

or something is 

• Verify - make sure something is true  

• Profile - a short article that gives a 

description of a person or organisation 

• online content - any material available on 

the internet, including text, images, 

animations, music and videos 

• Acceptable - able to be tolerated or 

allowed 

• Phishing -  the practice of sending 

fraudulent communications that appear to 

come from a reputable source  

• Trolling - deliberately posting provocative 

or offensive comments 

Sticky Knowledge: 
 

• To know not all information on the internet is 
trustworthy. 

• To know that phishing emails try to catch users out 
by installing spam or getting them to reveal 
personal information. 

• To know how to identify suspicious text messages, 
emails and social media posts online. 

• To know who to contact when they are concerned. 

• To know some of the risks of sharing photos, videos 
and comments publicly. 

• To know 
what 
chatbots are. 

• To know 
what 
information 
to keep 
private. 

What is a chatbot? 

If you are not sure if something is 

real, what should you do? 


